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•	 Specifically	designed	with	the	public	safety	
and	homeland	security	market	in	mind

•	 Real-time	access	to	the	data	you	need

•	 Secure	–	the	only	Nlets-audited	private	cloud	
meeting	FBI	CJIS	Security	Policy	requirements

•	 Flexible	and	accessible	from	anywhere

•	 Easily	deployed	and	updated

•	 24x7	support

•	 CJIS	solutions,	including	its	flagship	suite	of	
solutions,	Omnixx	Enterprise

•	 Information	sharing	and	intelligence	through	
the	Omnixx	Enterprise	Intelligence	Suite

•	 Mobile	and	wireless	solutions

•	 Critical	Infrastructure	&	Secure	Access	
Control	solutions

The	cloud	solution	enables	users	to	run	applications	through	a	virtual	data	center	instead	of	from	installed	

software.	But,	for	law	enforcement	agencies	handling	sensitive	and	critical	data,	it	is	

imperative	to	choose	a	secure	data	center	that	understands	the	unique	needs	of	

the	public	safety	industry.		The	Datamaxx	Secure	Cloud	solution	is	the	only	FBI-	

and	Nlets-audited	private	cloud	offering	CJIS	solutions,	and	Datamaxx	has	been	

a	premier	solution	provider	exclusively	to	the	law	enforcement,	criminal	justice,	

public	safety,	and	homeland	security	markets	for	more	than	20	years.	

Cloud Computing at a Glance

Quick Facts Datamaxx Solutions in the Cloud

In	today’s	climate,	no	longer	are	public	safety	agencies	immune	from	budget	constraints.		Now	agencies	and	

departments	with	conservative	budgets	can	utilize	the	most	powerful	law	enforcement	solutions	on	the	

market.		Datamaxx	Secure	Cloud	Solutions	provide	direct	access	to	private	law	enforcement	networks	and	

homeland	security	information	sources	via	the	industry’s	first	and	only	private	secure	cloud.

Datamaxx Secure Cloud™
The only Nlets-audited private cloud meeting FBI CJIS security requirements



Datamaxx Secure Cloud
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Reduced Cost
Using	a	cloud-base	environment	removes	the	
need	for	expensive	up-front	investments	and	the	
typical	costs	associated	with	on-premise	solutions.		
Agencies	and	organizations	no	longer	have	to	
worry	about	the	storage	and	staffing	to	keep	
mission	critical	applications	and	communications	
functioning.	In	addition,	cloud	technology	is	
subscription-based	taking	the	load	off	of	capital	
budgets	and	in	the	end,	saving	money

Highly Automated
Agencies	and	organizations	do	not	need	to	be	
concerned	with	keeping	software	up-to-date.	
Required	updates	are	automated	and	handled	
through	the	secure	cloud

Flexible & Mobile
Cloud	computing	offers	much	more	flexibility	than	
past	computing	models;	it	can	be	easily	scaled	up	
or	down	according	to	demand.	Additionally,	the	
mobility	of	the	environment	means	that	staff	can	
securely	access	data	they	need	from	anywhere	at	
any	time,	whether	it’s	through	a	desktop	computer,	
a	laptop	or	a	handheld	device.

Easily Deployed
Instead	of	installing	a	suite	of	software	for	each	
device,	agencies	only	have	to	load	one	application.	
That	application	allows	employees	to	log	into	
the	Web-based	secure	cloud,	which	hosts	all	the	
programs	the	user	needs	to	get	the	job	done.	

Added Value 
Not	only	are	the	solutions	you	need	now	
available	through	the	Datamaxx	Secure	Cloud,	but	
Datamaxx	continually	adds	valued	services	to	the	
cloud	so	agencies	and	organizations	can	easily	take	
advantage	of	new	solutions.

Shifts Focus to Your Mission
Since	agencies	and	organizations	no	longer	having	
to	worry	about	constant	server	updates	and	other	
computing	issues,	they	can	be	free	to	concentrate	
on	their	primary	missions.

24x7 Technical Support
Agencies	and	organizations	do	not	need	extensive	
IT	resources	to	maintain	and	update	software	
or	assist	with	user	troubleshooting.	Datamaxx	
provides	outstanding	customer	support	24	hours	a	
day,	seven	days	a	week,	365	days	a	year.

The ONLY Cloud with the Security You Need

The	Datamaxx	Secure	Cloud	is	located	within	the	only	Nlets-audited	private	facility	that	meets	FBI	CJIS		

Security	Policy	requirements	such	as	FIPS	140-2	and	Advanced	Authentication.	The	Datamaxx	Secure	Cloud	is	

based	in	our	state-of-the-art	Network	Operations	Center	(NOC).		The	Datamaxx	NOC	has	been	carefully		

designed	to	meet	stringent	FBI	CJIS	Security	Policy	requirements	by	housing	sensitive	hardware	and	software	

in	a	biometrically	access	controlled	area,	powered	by	redundant	uninterruptible	power	supplies	and		

protected	by	state-of-the-art	fire	prevention	systems.		All	Datamaxx	personnel	must	pass	FBI	CJIS	Security	

requirements	and	attend	and	maintain	a	security	awareness	training	certification.		Today	the	Datamaxx	NOC	is	

proud	to	host	deployments	for	a	vast	client	base	that	includes	local,	state,	federal	and	international	clients.	


